
SecurCube



What we do SecurCube® 

Investigative tools

- CDR (Call Detail records)

- Standalone

- client/server

-Cell forensics (BTS)

- SecurCube Downloader

- SecurCube Forensics 
Report

Security devices

- IMSI Catchers detector

Services

-Training

Digital forensics 
examinations (EnCE –

CCME - …)



Our 
customers SecurCube® 

Police 
enforcement

Private 
Investigators

Academic 
programs



Clients

Reseller

Running projects

SecurCube

Academic programs



SecurCube Forensics Report

Automate the final reports creation, 
following the international best 

pratices of the computer forensics





Forensics Report
Automate the 

acquisition’s

final report 

creation

Drag&Drop to 

create a 

editable word 

document



Checklist – ToDo list

Double check if you 
Filled all the 
Information required 
In your case

Alerts if you missed 
anything



The result: Word document
Result: 

Word 

document



PHONELOG
CDR analyzer, data correlation & data validation



One interface – multiple sources





Phonelog



Phonelog



Phonelog



Phonelog



Phonelog



Phonelog



Phonelog



Phonelog



Phonelog



Phonelog
Main window



Phonelog
Habits: 
Display statistics
regarding one or two
phone numbers, 
including the use of AI to 
highlight anomalies



Phonelog
Habits: 
Most contacted
numbers, heatmap, map
of movements, …



Phonelog
State of the art 3D map
showing paths, timeline, 
meeting points, … 



Phonelog
ForceGraph:
3D link maps between
users inside the case



Phonelog
Links:
Visual highlights of 
connections between
users



Phonelog
Data validation and 
correlation: mobile 
extractions, CDR, GPS 
paths all together



Phonelog
Comprehensive rearch
on records



Figure out who is using stolen

phones (carrier request)
Filter for the stolen IMEIs to check the 

«new» simcards that were used in these

devices

Create list (TAG) of users/IMEI for 

blacklisted phone number, IMEI, IMSI, … 

and use them as a filter



BTS TRACKER

Survey the cell towers coverage (HARDWARE) 



BTS Tracker

Base Transceiver Stations, the cell towers that surround us all, spread 
their signal everywhere, but not in a straight, fixed line.

Cell coverage twists and shifts, it is reflected and reversed. Like all 
environments, the digital one is subject to change.

This is BTS Tracker
Hold the device able to survey and absorb how every cell tower connects 

to a smartphone.



BTS Tracker

The hardware module collects and charts where and how every cell tower spreads its signals.
The software organizes and maps your cell site surveys in an easy to understand way.
It also looks out for daily signal changes creating a statistical real coverage scenario.

Ranges, power, and location. The reality of BTS networks. Bring your evidence to light.
Locate a smartphone more accurately: know where the coverage area really is.

Make your case map real.



BTS Tracker

From a realistic outlook – not a theoretical one – locate your suspects 
and validate your criminal case.

The system that collects and analyzes the signal strength and coverage of 
cell towers where the scan is performed, not intercepting 
communication, but defining the mobile environment.

Go 360°: correlate real BTS cell site coverage analysis with your CDR 
phone record analytics. Locate a call in the area where its cell tower 

signal is really being spread – make your case map real.
Join your results with additional digital evidence and validate your 

criminal case.
This is BTS Tracker and PhoneLog – This is SecurCube – This is your 

success.



BTS Tracker

Cell tower list



BTS Tracker

3D map of coverage
for cell towers
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BTS Tracker



CELL SERVICE

Historical Cell tower informations



Cell Service

The only Historical Cell Site Location 
Information data management and 
mapping engine



Cell Service
• Information extracted from phone records is the starting 

point of every professional mobile forensics investigation.
• The who, the when, and the type of communication, the 

network of people in contact with each other.
• Phone records also list each cell tower too.
• Carriers supply Cell Lists of all the mobile antennas working 

in their infrastructure.
• And every cell tower is given a specific ID number.
• Just like us, each cell ID number has a profile, location, and 

history of any change of address.
• This gives you the power to map every event in your phone 

records.



Cell Service
SecurCube Cell Service is the 
one-stop cell site 
information management 
system.
A fast, easy to use and 
complete interface that 
allows you to search for and 
map a case’s mobile 
network infrastructure from 
carriers’ data

Manage and visualize:
• Installation
• Change of location or ID 
realignments
• Theoretical cell signal 
coverage



SECURCUBE

DOWNLOADER

Download emails & Google timeline 

in a forensically sound way 



Securcube Downloader



Figure out if an IMSI Catcher is

running in your area

IMSI Catcher Detector



IMSI Catcher Detector



Academic program

Colleges and Universities in 

EU/USA



Thank you!

www.securcube.net


